How to configure
Adobe Acrobat (windows/Mac)

notarius

A PORTAGE CYBERTECH COMPANY

TO VALIDATE SIGNATURES

Open a signed document

STEP 1 91572 Select “Signature tab”

in Adobe
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k signatures
. Go to “Signature Details section”,
Expand signature . .
STEP 3 section “Rev 1:..” N1 expand section and click on
“Certificate Details”
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On the left-hand side, select one of
the Notarius’s certification authority:
“Notarius Root Certificate Authority”
or “CENTRE DE CERTIFICATION DU

STEP 5 51220 Select tab “Trust”
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In Trust Settings,
click “Add to Trusted Certificates”

STEP 8 When prompted, click “OK”
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: Trusting certificates directly from a document is usually unwise. Are you sure you want to
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Select option “Use this
certificate as a trusted root”
and “Certified documents”
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Use this certificate as a trusted root

If signature validation succeeds, trust this certificate for:
Signed documents or data
Certified documents
D Dynamic content

D Embedded high privilege JavaScript

D Privileged system operations (networking, pri

@ The selected certificate path is valikd.

The path validation checks were done as of the secure (timestamp) time:
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% Signed and all signatures are valid.
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Your software is now configured to verify the validity

of digital signatures issued by Notarius.

For more information
notarius.com 1 855 505-7272 support@notarius.com
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